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BREAKING NEWS

IS SELLING f
YOUR LIFE
SECRETS!

PLUNDERED PHOTOS,
PRIVATE MESSAGES
& PERSONAL INFO EARN
$6 MILLION A DAY

Mark
Zuckerberg

peddling their personal info.
Check your security settings
and only allow friends access
to your posts.
Omit or change certain details,
like your date of birth, address,
email and phone number, which
could be used to steal your iden-
tity.
Avoid apps that capture infor-
mation from your smartphone.
Don’t use Facebook as a login
CHEMING tech gi-
ant Facebook made
billions by tracking
your every move and
selling information and
images it snatched from
you to anyone who opened
their checkbook — put-
ting nearly all of its users
at risk!
But Mark Zuckerberg,
Facebook’s smug founder

to other sites or apps.

Do not click the “Remem-
and CEQO, is happy to stand
aside and shrug when his

ber me” option at login, as it

enables Facebook to track your
social network helps spark
a genocide or live-streams

movements.
suicides — while raking in
around $6 million a DAY by

brokering users’ data!
Facebook has shame-
lessly traded people’s info,
private messages and pic-
tures to the Chinese and
Russian governments and
companies including Ama-
zon and Netflix — only to
bombard its users with ads
and fake news! And while
Zuckerberg cashed in, he
outrageously lied to Con-
gress and said Facebook
users’ data was safe!
“When companies re-
peatedly lie to Congress
and the American people
about what they do with

our messages, location,
likes and everything else,
Congress has a duty to do
something about it,” fumes
Sen. Ron Wyden of Oregon.
But any proposed legisla-
tion could come too late.
Facebook is far from alone in
having leaked information!
Unscrupulous hackers
and security fails have
also led to unintentional
breaches, including Equi-
fax exposing the credit
histories of 143 million and
Yahoo revealing phone
numbers and birthdates of
3 BILLION!

Go to “Settings” and delete

apps you have granted permis-
sion to use your Facebook profile.

Don’t add pictures you

wouldn’t be OK with everyone
seeing.

Think before you post a com-

ment. Could it make somebody
else look bad? Could it be used
against you?

Adjust Facebook settings so

you know whether your profile
is public.
1 OControI your timeline and

tagging. Be sure to approve

a picture before a friend can post it.

BIG tech companies harvest your
data — but it is possible to find out
what they know about you! Here’s
how to get the skinny on what the
top three giants have collected
about your online habits.

Log in and go to myaccount.
google.com. Click on “Data &
Personalization,” then scroll to
“Download Your Data,” which will
put the info in a single file.

HOW TO
FIND OUT
WHAT
THEY
KNOW

Sign in to Facebook, then click
on the upside-down triangle on
the top-right of the page. Click
“Settings” to navigate to “Your
Facebook Information” and
“Download Your Information” be-
fore selecting “View.”

To learn what Apple knows about
you, view their customer privacy
policy at apple.com and fill out the
privacy enquiry form. It may take
up to two weeks to process, but

- the discovery will be areal eye-
opener!
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